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Administration
Rita Steiner – Academic Affairs, Records* 
Deborah Miller – Academic Affairs, Academic Advising*
Joan Flynn – Administration, Community Relations*
Helen Aberle – Administration, Human Resources
Skip Casey – Administration, Human Resources*
Jennifer Martinez – Advancement*
Ian Webster – Advancement* 
David Beaupré – Business & Finance, Financial Services
Elizabeth Vindivich – Business & Finance, Facilities* 
Michael Mansfield – Business & Finance, SAS*
Jennifer Mills – Business & Finance, Payroll
Louise Finn – Business & Finance, Technology Services (Chair, ex-officio)
Steven Fox – Business & Finance, Technology Services
Thomas Podles – Business & Finance, Technology Services
Bruce Rice – Business & Finance, Technology Services
Barry Rice – Business & Finance, Technology Services
Richard Sigler – Business & Finance, Technology Services
Paul Smith – Business & Finance, Technology Services
Marion Wielgosz – Business & Finance, Technology Services (Scribe)
Jason Youngers – Business & Finance, Technology Services
Amy Filardo – Enrollment Management, Web Communications
Mark Lindenmeyer – Enrollment Management, Financial Aid*
Terra Schehr – Enrollment Management, Institutional Research*
John McGinty – LND Library* 
Anne Young – Presidents Office
Mark Lee – Student Development*
Sarah Mansfield – Student Development, Student Life*
Staff
Josephine Muñoz – Staff Council*
Faculty
Suzanne Keilson – Arts & Sciences*
Elana Rock – School of Education* 
Jiyuan Tao – Arts & Sciences* 
Steven Kramer – SSBM*
Salvatore Lenzo – SSBM*
Students
April Wheeler – Undergraduate Student*
Jonathan Gomez – Undergraduate Student*
Amy Maher – Graduate Student*

*Indicates voting members


The committee met for an hour and a half each month throughout the semester; September, October, December, January, February, March, April and May.  The CIO set the agenda each month and produced the meeting minutes.  All committee documents are maintained on a Blackboard organization site and are available publicly at http://www.loyola.edu/CIO/Governance/ .

Major Initiatives for the Year:

1. Information Security Policy – a sub-committee drafted the policy (George Wright, Paul Smith, Jason Youngers), the full TSAC Committee then reviewed, modified and submitted it to the Faculty Senate for endorsement and finally the Loyola Conference, where it was approved in the spring semester.  The Info Security policy introduced a framework for other technology policies that are needed at Loyola and will be developed in the coming year.  http://www.loyola.edu/CIO/Documents/InfoSecurityPolicy.pdf

2. Email Policy – in the process of being drafted.  A sub-committee was formed and decided to rename it the “Messaging Policy”, which would include all formats of electronic communication including; e-mail, SMS text messages, emergency notifications, twitter, broadcasting and bulk e-mail, etc.  Since it was determined that e-mail is one of the official methods of communication to students, the non-Loyola e-mail addresses that are stored in Blackboard and used by faculty will need to revert to Loyola only addresses.  Work will continue over the summer on this policy document.

3. E-mail Management – the committee spent considerable time discussing this concept in preparation for the E-mail migration to Microsoft Outlook/Exchange project as well as Record Management and Retention compliancy issues.  

Findings of the committee; 
a. E-mail Management is part of a larger effort called Record Management, which is an effort underway on campus to bring Loyola into compliance with regulatory agencies for the handling of university data.  A schedule of what constitutes “records” at Loyola is under development, along with guidelines for their storage and destruction.
b. What is a Record ?  The International Organization for Standardization, ISO15489 tells us that a record is “information created, received, and maintained as evidence and information by an organization or person, in pursuance of legal obligations or in the transaction of business.”
c. Records must be managed through their lifecycles according to procedures established by regulatory authorities and courts; they can’t be destroyed or preserved arbitrarily.
d. The burden is on organizations to maintain adequate email records; failure to do so invites censure from the judiciary and regulators, as well as potentially enormous search costs for legal, regulatory, or other discovery processes.
e. Since e-mail is one of the most heavily used, transactional systems for conducting the mission of the university,  it is logical to consider  E-mail Management as a component of Record Management and therefore needing oversight.

4. Password Policy – This policy was approved over two years ago and was reviewed by the committee.  Suggested wording was discussed around mandatory password resets.  The committee will continue to review the policy and make recommendations for adoption.

5. Technology Project Portfolio – the portfolio was introduced at the start of the academic semester and new projects were prioritized by the voting members of the committee.  These technology projects, as well as others than were already underway were discussed at each monthly meeting.  The projects that went live over the past year are shown in bold, the others are still underway with the planned “go-live” data.
a. Office 2007 Upgrade
b. Enrollment Management 422 CRM 
c. Online Community for Alumni
d. iStrategy Data Warehouse
e. RideShare
f. E-mail Migration to Microsoft Exchange (faculty, staff, administrators) and Microsoft Live@edu (students)
g. Technology Uncensored workshops
h. Benelogic (Open Enrollment for Benefits) (July ’09)
i. Web Transformation (Sept ’09)
j. CCSJ Service Database (Sept ’09)
k. Second Life (Sept ’09)
l. Benefactor to Advancement migration (Jan ’10)
m. AIG EMMA Timekeeping (TBD)
n. Paperless University (TBD)

6. Data Stewardship – Over the past year, data stewards were appointed in eight pilot departments that have overlapping business processes;
· Admissions Process
· Under graduate and Graduate Admission Offices
· Records Office
· Financial Aid
· Student Administrative Services (Bursar)
· Hiring Process
· Pastoral Counseling (a hiring department for faculty, students and staff)
· Human Resources
· Payroll

The data stewards have catalogued information around their use of data, forms, letters, software, record retention practices, paper files and business processes, knowing that they would be prime candidates for process automation in the near future.  This information is currently stored on a SharePoint site and is being collected in order to better understand and control our data integrity, data access and record retention practices.  All information collected will be used in the Paperless University project as well as to establish a baseline for business process improvement.  As data is catalogued, it is classified into one of three categories, public, sensitive, private.  Each data category reflects who has access to the data and where it can be stored.

7. Confidentiality Agreement – The committee reviewed the existing agreement and requested that Human Resources include this document in the new hire package as mandatory before any online access is granted to new hires.  HR agreed and has implemented the new process.
http://www.loyola.edu/HR/Forms/Employment/ConfidentialityAgreement.pdf

8. Technology Strategic Plan – The plan was formulated after interviews were conducted with 15 focus groups across the university, an analysis of the feedback received, comparisons with  peer institutions and the technology industry in general.  The new plan was presented to the President’s Cabinet in February and approved.  The plan will be an operating roadmap for the next three years and can be found at; 
http://www.loyola.edu/CIO/StrategicPlan/

Major Initiatives for the Coming Year:

1. Oversight of the Technology Project Portfolio.
2. Technology project selection and prioritization.
3. A Messaging Policy to be completed
4. The Password Policy completed and put into operation.
5. The technology PMO to provide improved project portfolio reporting and an improved project initiation and selection process that will benefit the TSAC deliberations when considering new project requests.
6. A Security Awareness program that will familiarize our end-users with the techniques used in identity theft, phishing scams and other social engineering tricks used to get enough information from our account holders in order to hack into their accounts.
7. Finalize E-Mail Management requirements and communicate the need and impact as an automated system for capturing e-mail messages into the institutional archive is adopted.
8. Improved communications to the university of new policies and technology initiatives.
